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Introduction

Welcome to Firewalls For Dummies, a book written to help the average
Joe understand how firewalls work and how to configure a firewall.
This book meets the needs of the person just finding out about computers,
as well as the network administrator who needs to implement his or her first
firewall.

But what is a firewall, you may ask? The quick-and-dirty definition is that a
firewall is a boundary network device that resides between a private network
and the Internet. The firewall is configured to inspect the network traffic that
passes between the Internet and your network and only allows the network
protocols that you desire to pass through the firewall. If a protocol isn’t
included in the approved list, the firewall discards the packets of data and
prevents them from entering the network.

Firewalls bring to mind visions of the computer geek at the office, sitting in
a darkened closet with his router and handy toolkit, warding off hackers as
they attack from the Internet. This book attempts to shed some light on the
subject by breaking down the myths around the firewall so that you can
understand what a firewall does and how it’s configured.

This book explains firewalls in normal, everyday language so that you can
learn about them. In addition, you can laugh along with us as we relate sto-
ries from the trenches where we have configured firewalls. After you read
the book, you’ll have the confidence to configure your firewall to allow appli-
cations such as e-mail or Web servers to securely interact with the Internet.

In addition to firewalls, we also look at intrusion detection software meant
for the at-home user, such as ZoneAlarm and Norton Personal Firewall, which
help detect network attacks as they happen. The sooner you know an attack
is taking place, the sooner you can react to the attack and minimize the
damage that an attacker inflicts.

We want you to feel that installing a firewall is no big deal when you under-
stand the purpose that a firewall serves and the basics of configuring a firewall.



2

Firewalls For Dummies, 2nd Edition

About This Book

We try to provide you with a book that can act as a reference guide for fire-
walls. We don’t expect you to read the book from cover to cover but to look
at specific topics that meet your needs. Twenty chapters and an appendix
cover all topics of firewalls and their implementation. Just turn to the chapter
that catches your attention and start reading. Each chapter has been
designed so that you can read it on its own.

How to Use This Book

This book is easy to drive, and doesn’t require a manual. Simply turn to the
Table of Contents, find a topic that interests you, and go to that chapter.

If you're looking for configuration details for specific firewalls, jump to Part [V
where we provide detailed steps on how to install and configure popular fire-
wall products used today. If you're just looking for tips on how to configure a
firewall for specific protocols, Parts Il and IIl look at simple and advanced pro-
tocol rules in standalone and Demilitarized Zone (DMZ) configurations.

What Vou Don’t Need to Read

You don’t have to read every single word in this book to find out about fire-
walls. Sidebars and extra information included in the book provide additional
information that can help you, but you don’t need to read them to use firewalls.
This additional information is marked with the Technical Stuff icon.

However, if you want that extra technical information, you now know where
to find it!

Foolish Assumptions

When we sat down to come up with the outline for this book, we drew up a
short list of assumptions about you, the reader. We assume that:

1. You have seen, heard, touched, or know someone who owns a computer.
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2. You have read an article in a magazine or newspaper that covers secu-
rity issues involving computers.

3. You are scared (or at least concerned) and want to secure your network
with a firewall.

How This Book Is Organized

Inside this book, you will find the chapters divided into five parts. Each part
addresses a specific issue involved in designing and implementing firewall
solutions. The book is modular enough that you aren’t forced to read each
chapter in order. Feel free to find the part that catches your interest, and dig
in from there!

Part I: Introducing Firewall Basics

You have to start somewhere! The chapters in this part help you to identify
the threats and risks to your network when it’s connected to the Internet and
how firewalls help mitigate those risks. If you've read articles about the latest
hacking attempts, you may wonder how those attacks work and why your
network may be vulnerable. This part helps you to understand how those
attacks take place and what measures you can take to protect your network
from the attack.

In addition to looking at various attacks, this part also goes over the basics of
the TCP/IP suite so that you can get a grasp on the rules implemented by
today’s firewalls.

Part [I: Establishing Rules

So, you're sitting at your desk, minding your own business, and your boss
walks in. The boss sees your copy of Firewalls For Dummies lying on your
desk and says, “Can you help the network geek with the firewall?” This is the
part for you! Part Il helps you design firewall rules to protect networks and
home offices.

Not only does this part show you how to configure firewall rules, it also
describes the process of determining what protocols to allow in and out of
your network. If you don’t have guidelines for securing your network, coming
up with a configuration for your firewall is almost impossible!
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Part I11: Designing Network
Configurations

Put on your helmets for a trip to the world of Demilitarized Zones (the com-
puter kind, not the combat kind). Part Il puts it all together by showing you
common firewall configurations that are used to protect a network.

This part looks at firewall configurations that use one or more firewalls to
protect both your private network and resources that you expose to the
Internet.

Part IU: Deploying Solutions Using
Firewall Products

After reading this book, you will know how to configure some of today’s
popular firewalls to protect your network. This part describes the steps
required to secure Microsoft Windows and Linux desktops, gives you the dirt
on common intrusion detection systems, and studies the configuration of two
popular firewalls: Microsoft Internet Security and Acceleration (ISA) Server
and Check Point FireWall-1.

Part IV closes with a useful discussion on how to choose a firewall. Think of it
as a buying a new car. When you buy a new car, you come up with a list of fea-
tures that you want in your car, such as a CD player or power windows. This
chapter covers the features that you may want to have in the firewall you
select.

Part U: The Part of Tens

No For Dummies book would be complete without the Part of Tens. We include
tips on security configuration, tools you may want to acquire, and Internet
sites that can keep you up-to-date with security issues.

In addition to the Part of Tens, the Appendix provides a comprehensive list-
ing of IP Protocol numbers, ICMP type numbers, and a TCP/UDP port listing
that you can use to aid your firewall configuration.
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Icons Used in This Book

\\s

Feel like geeking out with us? This is where we insert the pocket protectors
and really go under the hood to look at security. Expect to find references to
Internet resources and highly detailed configuration information when you
see this icon. Don’t be afraid: We explain this technical stuff without using a
lot of computer jargon.

Houston, we have a problem! This icon advises you of potential dangers that

exist with specific protocols or security configurations. If you take the wrong
route, you could be in mortal danger, or least have a security issue that could
compromise your network.

Sometimes you see topics over and over. We all hate to memorize things, but
sometimes you need to memorize a topic related to firewalls.

Tips provide you with inside information on how to quickly configure a rule
or get past a common hurdle when designing firewalls.

Where to Go from Here

You have the book in your hand, and you’re ready to get started. Feel free to
turn to any topic in the book that interests you! Look in the Table of Contents
for the topic that drew your interest to firewalls. If you're not curious about
any specific topic but just want an overview, turn the page and start with
Part I. Either way, enjoy yourself and let us help you learn about firewalls!
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In this part . . .

Frewalls — who needs '’em? Well it turns out, most of
us do. If you or your company is connected to the
Internet, you may want to protect yourself from all the
threats and risks to which your network is exposed.

The chapters in this part help you to understand why

a firewall is needed to safely connect to the Web.

This part discusses the basics of the network protocol
that makes the Internet happen: TCP/IP. It also explains
how hackers use TCP/IP and the Internet connection to
your computer to attempt to break into your network. You
discover the basics (and the not-so-basics) of how a fire-
wall can be used to separate the good from the bad.




Chapter 1
Why Do You Need a Firewall?

In This Chapter

Understanding what a firewall does
Connecting to the Internet

Figuring out Internet protocols
Understanding how a firewall works
Identifying hackers

Setting rules

f you want to find out about firewalls, you bought the right book. Before

we start exploring the gory details of how firewalls work and how to config-
ure them, we use this chapter to lay the groundwork. If you are already famil-
iar with how the Internet works and how you connect to it, and if you have a
basic understanding of firewalls, then you can skip this chapter. If these topics
are new to you, if you want to refresh your knowledge of any of these topics,
or if you want to get an overview of what a firewall is, then read on.

Defining a Firewall

A firewall is a piece of software or hardware that filters all network traffic
between your computer, home network, or company network and the
Internet. It is our position that everyone who uses the Internet needs some
kind of firewall protection. This chapter tells you what a firewall does and
sets down the basic questions that you should ask as you are evaluating spe-
cific firewalls.

Not too long ago, only construction workers and architects asked the ques-
tion, “Why do we need a firewall?” Before the term firewall was used for a
component of a computer network, it described a wall that was designed to
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contain a fire. A brick and mortar firewall is designed to contain a fire in one
part of a building and thus prevent it from spreading to another part of the
building. Any fire that may erupt inside a building stops at the firewall and
won’t spread to other parts of the building.

A firewall in a computer network performs a role that is very similar to that
of a firewall in a building. Just as a firewall made out of concrete protects
one part of a building, a firewall in a network ensures that if something bad
happens on one side of the firewall, computers on the other side won’t be
affected. Unlike a building firewall, which protects against a very specific
threat (fire), a network firewall has to protect against many different kinds of
threats. You read about these threats in the papers almost every day: viruses,
worms, denial-of-service (DoS) attacks, hacking, and break-ins. Attacks with
names like SQL Slammer, Code Red, and NIMDA have even appeared on the
evening news. Unless you haven’t read a newspaper or watched the news in
the last year, you surely have heard at least one of these terms. It’s no secret:
they are out there, and they are out to get us. Often we don’t know who they
are, but we do know where possible intruders are and where we don’t want
them to penetrate. Hackers are roaming the wide expanses of the Internet,
just like the outlaws of the Old West roamed the prairies, and we don’t want
them to enter our network and roam among the computers in it.

You know that you need to protect your network from these outlaws, and
one of the most efficient methods of protecting your network is to install a
firewall. By default, any good firewall prevents network traffic from passing
between the Internet and your internal network. “Wait a second,” you may be
thinking. “I just spent a lot of time, effort, and money to get my network con-
nected to the Internet so that I can send e-mail to business partners, look at
my competitor’s Web site, keep up-to-date on sports scores, and check the
latest fashion trends. And now you’re telling me that a firewall blocks net-
work traffic. How does this make sense?”

The answer is easy. Keep in mind that separating the Internet from your
internal network traffic is the default behavior of most firewalls. However,

the first thing that you will probably do after installing the firewall is to
change the defaults to allow selected traffic network through the firewall.
This is no different from a building inspector who allows fire doors in a physi-
cal firewall. These doors are designed to provide an opening while still guar-
anteeing safety for all occupants. When you configure a firewall, you create
some controlled openings that don’t compromise your network’s safety but
that allow selected network traffic to pass through.

As you are designing your protection against attacks from the Internet, never
rely on a single form of protection for your network. Doing so can give you a
false sense of security. For example, even if you completely disconnect your
network from the Internet to prevent a computer virus from entering your
network, an employee can still bring to work a floppy disk that has been
infected with a virus and inadvertently infect computers in your network.
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Just because you're paranoid . ..

“Aren’t you a little paranoid?” is a question
that we're often asked. Thus far, we haven't
consulted a medical professional because to
us, the answer is clear: You bet we're para-
noid. We know that they are out to get us.
Sometimes we think that there are millions of
people out on the Internet who want to break
into the computers on our networks. If only the
Trojans had been as paranoid, they would have

looked more carefully at the horse that they
were given. When dealing with computer net-
works, a moderate amount of paranoia is a
very healthy trait — the more you are con-
cerned about possible risks, the more likely
you'll be in a position to provide adequate pro-
tection for your network. As the saying goes,
“Just because you're paranoid doesn’t mean
that they're not really out to get you.”

11

The Value of Your Network

Before you look in more detail at what threats you face and how you can pro-
tect yourself against these threats by using a firewall, take a minute to look
at your network and establish how much it is worth to you. The best way to
establish the value of something is to evaluate the cost of a loss. Take a look
at some different types of damage and consider the cost of each:

v Lost data: How important is the data on your corporate network? To
answer this question, try to estimate what would happen if the data disap-
peared. Imagine that someone managed to break into your network and
deleted all your accounting data, your customer list, and so on. Hopefully
you have methods in place to restore lost data from a backup — no matter
how you lose it. But, for just a second, imagine that all your corporate
data is gone and you have to reconstruct it. Would your company still
be in business if this happened to you tomorrow?

v~ Confidential data: If anyone were to break into your network and get
access to confidential data — for example, the secret plans for the per-
petual motion machine that you are developing — imagine what could
happen. What would an intruder do with the data? Because you don’t
know, you have to assume the worst. If the secret plans end up in the
hands of a competitor, he or she may beat you to the market with a
miracle machine, and the profits and the Nobel Prize in Physics go to
that person instead of you. The damage may even be worse if the data
that is stolen is your entire customer list, including complete contact
and billing information.

v+ Downtime: Have you ever called a company to order an item or to
complain about something, and you were told, “I can’t help you, the net-
work is down.” If so, you probably remember your reaction. The excuse
sounded cheap, and you felt like taking your business somewhere else.
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However, network outages do happen, and often the best thing that
employees can do is twiddle their thumbs and tell customers to call
again later. Preventing intrusions from the Internet may cost a little bit
of money, but the amount of money lost due to downtime caused by
such an intrusion could cost a lot more.

v~ Staff time: Each time an attack on your network is successful, you
must take time to fix the hole and to repair any damage. For example, if
a virus infects the computers in your company, you may have to go to
each computer to remove the virus and repair any damage. The time that
you spend doing this adds up quickly, and — as the saying goes — time
is money. Don’t expect to fix a large-scale problem quickly; that is, unless
you are in the information technology department of an organization that
we know. After a recent virus outbreak, they solved the problem by eras-
ing the hard drives of every single computer and reinstalling everything
from scratch. When the employees came to work the next morning, they
realized that all of their data was lost, and they had to start the arduous
task of reconstructing it from scratch. The IT people were nowhere to be
found; for them the problem had been solved — the virus was gone. For
everyone else the problem had just started.

v Hijacked computer: Imagine that someone broke into your computer
and used it for his own purposes. If your computer is not used much
anyway, this may not seem like a big deal. However, now imagine that
the intruder uses your computer for illegitimate purposes. For example,
a hacker uses your computer to store stolen software. When law enforce-
ment personnel, who have partially traced the hacker’s tracks, come
knocking on your door, you have some explaining to do.

+* Reputation: Do you want to be the company that is mentioned in the
local or national news as the latest victim of a computer attack? Imagine
what this would do to your company’s reputation. The potential damage
from such publicity has even caused some companies to sweep network
intrusions under the table.

Get Vourself Connected

Not too long ago, you only had a choice between two types of connections
to the Internet: a slow modem dial-up connection for individuals and smaller
organizations, or a fast and very expensive connection for larger companies
and institutions. Things have changed. In many parts of the world, you

now have a choice among several different types of Internet connections,
each of them providing different access speeds and different security risks.
Increasingly, these choices are becoming available in many parts of the world.
In this section, we examine the different types and assess the benefits that
they provide and the risks that they pose. As you will see, an important factor
here is the bandwidth — the amount of data you can transfer across a net-
work connection. Bandwidth is directly related to the connection speed.
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Network and modem transfer speeds are normally measured in bits per
second (bps). Computers keep track of data using a binary system in which
all characters are translated to zeros and ones. A bit is a single one or zero.
Most characters in the alphabet, including digits and special characters, can
be expressed using eight bits; this is often referred to as a byte. So, if your
network connection allows for data transfer at 8 kilobits per second (that’s
8,000 bits per second), or 8 Kbps, your computer will transfer about 1,000
characters per second — minus a few because of the overhead to keep track
of the connection. You may also have heard the term baud, which used to be
a common measurement for modem speeds. A baud is a measurement for the
number of electrical signals that are sent per second. At low transfer rates,
the baud number is identical to the bps rate, but at higher rates the two differ.
Because of this difference, you don’t see the term baud used much anymore.
When comparing modem speeds you only have to look at the bps numbers.
These numbers are easy to interpret and compare: The higher the number,
the faster the connection. Another good thing to remember is that a kilobit
per second (Kbps) is about 1,000 bps, and a megabit per second (Mbps) is
about 1 million bps.

Modem dial-up connections

Most dial-up connections use a modem to connect to the Internet. You con-
nect a modem to your telephone line and all data between your computer
and the Internet service provider (ISP) is transmitted using POTS (plain old
telephone service), also referred to as PSTN (public switched telephone
network).

Current modem technology allows you to connect at speeds of up to

56 Kbps — blazing fast compared to the speeds that were available just a
few years ago, but agonizingly slow compared to most other technologies
available. To make things worse, a 56 Kbps modem can connect at this
speed only under ideal circumstances, which almost never happen. Poor
line conditions, too many telephone switches, and regulatory limitations
can all contribute to limiting the actual bandwidth that you can attain. After
you are connected, you can transmit data only at the maximum speed in the
downstream direction, from your ISP to your computer. Current technology
limits upstream connections from your computer to your ISP to 33.6 Kbps.
Still, because of their low cost, modems are still what most individuals use
to connect to the Internet.

Some modems don’t even operate at 56 Kbps. Modems and line conditions can
have an effect on the actual data throughput. For example, one of the authors
of this book went on a recent vacation to a small, remote island in Malaysia.
There he discovered that the only Internet connection on the island was via a
satellite phone connection, which limited connection speeds to 9,600 bps —
furthermore, that limited bandwidth was shared by the two computers on

the island.
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Modem connections have one feature that can be both an advantage and a
disadvantage. With a modem you have to establish a new connection each
time you want to connect to the Internet. Connecting takes only a minute,
but when you stare at your computer screen while the modem is dialing, this
minute can seem like an eternity. From a security point of view, though, this
characteristic of a dial-up connection is a good thing. Your computer is only
connected to the Internet while you are dialed in. During all other times,
nobody on the Internet can contact your computer and break into it.

ISDN connections

The ISDN line and dial-up connection have one major similarity: They’re both
used for both voice communications and data transmission. (By the way, ISDN
stands for Integrated Services Digital Network, but almost everyone uses the
acronym.) One main difference between the two technologies is that using an
ISDN line enables you to have a voice call and a data transfer at the same time.
The other main difference is that an ISDN enables you to transfer data at higher
speeds than dial-up connections allow. Depending on the exact ISDN imple-
mentation, speeds of up to 128 Kbps are possible. Installing and configuring
ISDN takes more skill and effort than plugging a modem into a telephone line,
but many people find it worth the extra effort to get a faster connection.

Like a regular telephone dial-up connection, an ISDN connection is only
active while you are dialed into the Internet.

DSL connections

The newest type of connection that telephone companies are offering is
called a Digital Subscriber Line (DSL). DSL is a nifty enhancement to your
telephone service that allows high-speed data transmissions over regular
telephone lines, while enabling you to also use your telephone line for a voice
call at the same time. This almost sounds like ISDN, but read on for some big
differences.

You'll find much to like about DSL:

v Speed: DSL comes in many flavors, each with a different acronym, such
as ADSL (Asymmetric Digital Subscriber Line), and each gives you much
better bandwidth than a dial-up modem or ISDN connection. DSL band-
width ranges from 256 Kbps all the way up to 7 Mbps or more. Some
types of DSL feature different upload and download speeds, and some-
times the actual speed depends on how many other people are surfing
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the Internet at the same time. However, independent of what type of DSL
you use, the transmission speeds are very fast. Most people who move
from a dial-up connection to a DSL connection are amazed by the speed
difference and have a hard time imagining ever going back to a modem.

v Cost: DSL costs more than a dial-up connection, but most subscribers
find it well worth the cost. Most types of DSL feature an “always on”
connection, which means that you don’t need to establish a dial-up con-
nection each time you start using the Internet. Instead, you are always
connected and your Web browser displays a Web page immediately each
time you open it.

So, what’s not to like about DSL?

v Availability: DSL is not available everywhere. Not all local telephone
companies have installed the required hardware, and DSL is only avail-
able if you live within a certain distance from your telephone company’s
central office.

v Telephone requirements: The telephone line to your house has to be in
good condition, and telephone companies often have other technical limi-
tations. In addition, some telephone technicians are not familiar with DSL
and have a hard time configuring it. The good news is that service is get-
ting better as telephone companies are getting used to supporting DSL.

v The always-on connection: Although you never have to wait for an
Internet connection to be established, anyone who can connect to your
computer from the Internet can do so anytime that he or she wants to.
Hackers like targets that are always there and predictable, such as com-
puters that use DSL to connect to the Internet. Hackers are not so thrilled
by targets that are disconnected from the Internet for most of the day,
such as computers that use dial-up connections.

Although DSL has some disadvantages, it is an amazing technology. If it is
available in your area, then you should definitely evaluate it as an option to
connect to the Internet, but keep in mind that this type of connection increases
the importance of using the protection that a firewall provides.

If you want to know more about DSL, we recommend the book DSL For
Dummies by David Angell, published by Wiley Publishing, Inc.

Cable modems

Cable modems provide an Internet connection over cable television wiring. In
addition to connecting your television to this cable, you also connect a cable
modem to the wiring, and you suddenly have a high-speed Internet connection.
Although the technology itself is distinct from DSL technology, the benefits
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are similar: You get a very fast Internet connection that’s always on. Just like
DSL, cable modem availability is still spotty, but it’s getting better all the time
as cable TV providers are upgrading their equipment and adding this service.

How fast is a cable modem? The answer is: It depends on the technology, but
also on how many other users are currently connected to the Internet and are
sharing the cable that connects your cable modem to your cable TV provider’s
office. Many cable modem users find that initially their connection is blazing
fast, as much as 1 Mbps or more. However, as more and more subscribers

are added, everyone has to share the same bandwidth, and soon every sub-
scriber’s share of the bandwidth becomes less. However, when everyone
except for you is asleep or at the beach, you will find that a cable modem

lets you surf the Internet faster than a DSL connection would.

Cable modems have the same security issues as DSL, and then some. Like
DSL, cable modems are always on. This means that whenever your computer
is running, an intruder could break in; that is, unless you have taken proper
precautions to secure your computer. Computers with always-on connections
are a favorite target of hackers. Some computers — especially Windows-based
computers with shared resources, such as shared folders or printers —
announce themselves on the local network so that other users can easily
find these shared resources and connect to them. This is great in a home
network, but with a cable modem, these computers announce their shared
resources to everyone on the same cable segment. This means that your
neighbor’s printer may show up as a resource as you look for the shared
printer on your spouse’s computer. Although a cable modem connection
does not present a danger to a securely configured computer, many people
don’t take the proper security precautions and suddenly find that a stranger
has connected to their computer or has sent a mystery message to their
printer.

T1 and T3

T1 and T3 are telephone company terms for very fast connections. A T1 line
can carry 1.544 Mbps; a T3 line carries 43 Mbps. These types of connections
are usually too expensive for individuals and small companies. However, they
provide reliable connections for medium-sized and large companies. Very
large companies may even need multiple T3 lines.

T1 and T3 lines (and the similar E1 and E3 lines in Europe) are always on and
present the same security challenges as a DSL line. In addition, although DSL
connections are often utilized by a single home computer, T1 and T3 lines are
almost always used by an entire corporate network to which multiple com-
puters are connected.
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Address types

Another important security consideration, which applies to each type of
connection, is the type of network address that your computer is assigned.
This is the IP address, which we cover in more detail in the next chapter.
Some types of connections, such as dial-up modem connections, give your
computer a new network address each time that you connect, which is
referred to as a dynamic address. Dynamic addresses make it difficult for a
hacker to initiate any extended effort to break into your computer. Because
your computer doesn’t use the same address for a long time, it’s like a
moving target for hackers.

Some Internet connections use static addresses. Using a static address means
that your computer is assigned the same address each time it connects to the
Internet. T1 and T3 connections almost always use static addresses; some DSL
and cable modem connections do, too. Even if addresses do change with these
connections, those changes may not happen frequently. When a hacker knows
that he or she can connect to a single address and connect to the same com-
puter every single time, the hacker is able to launch long, sustained attacks.

Although static addresses represent a risk, they provide you with a pre-
dictable method to access your computer from the Internet, including con-
nections that are legitimate. For example, if you run a Web server, people
need to be able to find your computer. At the same time, static addresses
make life easier for hackers.

The need for speed and security

To enable you to easily compare and contrast the options covered in this
chapter, Table 1-1 presents a comparison of the Internet connection methods
that we cover in this section.

Table 1-1 Comparing Connection Options
Connection Type Speed Security Considerations
Dial-up modem Up to 56 Kbps No permanent connection, uses
downstream; up to dynamic address
33.6 Kbps upstream
ISDN Between 56 Kbps No permanent connection, uses
and 128 Kbps in both dynamic address
directions

(continued)
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Table 1-1 (continued)

Connection Type Speed Security Considerations

DSL Speeds vary; common  Often permanent connection,
speeds range from uses dynamic or static address
256 Kbps to 1.4 Mbps

Cable modem Speeds vary and Permanent connection, uses
depend on number dynamic or static address

of concurrent users;
average speed up to

1 Mbps
T 1.544 Mbps Permanent connection, uses
static IP addresses
T3 43 Mbps Permanent connection, uses

static IP addresses

TCP/IP Basics

To understand how firewalls work, you have to know a little about how
computers communicate and what language they speak. Just like people
communicate on different levels, such as with spoken language, gestures, and
intonation, computers also use different languages at the same time. As far as
Internet connections and firewalls are concerned, the most important such
language is TCP/IP (Transmission Control Protocol/Internet Protocol).

TCP/IP is a collection of protocols, each of which defines the rules for how
computers communicate across the Internet. In Chapter 2 of this book you
can find out a lot more about TCP/IP and how it works. For now, simply think
of TCP/IP as a language that is used between computers on the Internet. One
of the most important elements of TCP/IP is its addressing scheme. Computers
that use TCP/IP use a unique number, called an IP address, to identify them-
selves. All data that is sent from one computer to another using TCP/IP
includes information on what IP address the data comes from and what IP
address it is being sent to.

TCP/IP defines the methods that computers connected to the Internet use to
transmit information. This includes dividing this information in small manage-
able chunks called packets. Each packet contains header information and data.
Most firewalls examine the packet header to determine whether the packet
should be allowed to enter or leave a network behind a firewall. The header
contains valuable information about where a packet comes from, what com-
puter is the intended recipient of the packet, and even what program on the
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destination computer should process the information in the packet. This pro-
gram could be a Web server or a mail server application. Some firewalls can
also examine the inside of a packet or the insides of multiple packets, such as
all packets that comprise an e-mail message or a Web page, and then decide
how to handle this traffic.

What Firewalls Do

So what exactly does a firewall do? As network traffic passes through the
firewall, the firewall decides which traffic to forward and which traffic not to
forward, based on rules that you have defined. All firewalls screen traffic that
comes into your network, but a good firewall should also screen outgoing
traffic.

Normally a firewall is installed where your internal network connects to the
Internet. Although larger organizations may also place firewalls between dif-
ferent parts of their own network that require different levels of security,
most firewalls screen traffic passing between an internal network and the
Internet. This internal network may be a single computer or it may contain
thousands of computers.

The following list includes the most common features of firewalls:

v Block incoming network traffic based on source or destination:
Blocking unwanted incoming traffic is the most common feature of a
firewall.

+ Block outgoing network traffic based on source or destination: Many
firewalls can also screen network traffic from your internal network to
the Internet. For example, you may want to prevent employees from
accessing inappropriate Web sites.

+ Block network traffic based on content: More advanced firewalls
can screen network traffic for unacceptable content. For example, a fire-
wall that is integrated with a virus scanner can prevent files that contain
viruses from entering your network. Other firewalls integrate with e-mail
services to screen out unacceptable e-mail.

1 Make internal resources available: Although the primary purpose of a
firewall is to prevent unwanted network traffic from passing through it,
you can also configure many firewalls to allow selective access to inter-
nal resources, such as a public Web server, while still preventing other
access from the Internet to your internal network.

v Allow connections to internal network: A common method for employ-
ees to connect to a network is using virtual private networks (VPNs).
VPNs allow secure connections from the Internet to a corporate network.
For example, telecommuters and traveling salespeople can use a VPN to
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connect to the corporate network. VPNs are also used to connect branch
offices to each other. Some firewalls include VPN functionality and make it
easy to establish such connections.

+* Report on network traffic and firewall activities: When screening net-
work traffic to and from the Internet, it’s also important to know what
your firewall is doing, who tried to break into your network, and who
tried to access inappropriate material on the Internet. Most firewalls
include a reporting mechanism of some kind or another.

What Firewalls Look Like

When you look at the graphics in this book, you see a firewall represented by
a little brick wall. If you are a structural engineer, you know right away that this
is not a real firewall, because a real firewall in a building must have structural
reinforcements. Whether you are an engineer of any kind or not, though, you
probably realize that a computer firewall doesn’t look like a brick wall,
anyway. Take a look at what computer firewalls look like.

A firewall that fits

Clothing salespeople want us to believe that there is a size that fits all. As

a smart consumer and a fashionable dresser, you know that there is no such
thing as one size that fits all. Similarly, there is also no size firewall that works
well for every organization. Firewalls usually fall into one of the categories in
the following list. The type of firewall that you install depends on your exact
requirements for protection and management.

v Personal firewall: A personal firewall is most often installed as a
piece of software on a single computer and protects just that computer.
Personal firewalls also come as separate hardware components, or they
may be built into other network devices, but they all protect a single com-
puter or a very small number of computers. Personal firewalls also nor-
mally have very limited reporting and management features.

v Departmental or small organization firewall: These firewalls are
designed to protect all the computers in an office of limited size that is
in a single location. Firewalls in this category have the capacity to screen
network traffic for a limited number of computers, and the reporting and
management capabilities are adequate for this function.

v~ Enterprise firewall: Enterprise firewalls are appropriate for larger orga-
nizations, including organizations with thousands of users that are geo-
graphically dispersed. The reporting capabilities include consolidated
reports for multiple firewalls; the management tools enable you to con-
figure multiple firewalls in a single step.
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As you are evaluating firewalls, keep in mind that some firewall products can
work well in more than one setting. However, few firewalls — if any — work
well in all three settings: personal, departmental, and enterprise.

Network router

One of the basic network connectivity devices is a router. A router transfers
network packets between two different networks. In order for network traffic
to get from one computer to another on the Internet, this traffic normally has
to traverse a number of routers. Some router manufacturers have enhanced
the functions of their products by including firewall features.

If you already have a router that connects your network to the Internet, you
should explore whether it can perform packet filtering or other firewall func-
tions. Most likely, you will find that your router provides some rudimentary
firewall capabilities but that it doesn’t give you any advanced features.

Appliance

Some firewalls consist of a piece of hardware with integrated software that
provides a number of firewall functions. Such a device is often referred to as

a firewall appliance. Just like a refrigerator that simply works when you plug it
into an outlet, a firewall appliance starts working the moment you plug it in —
there’s no separate software to install. However, you still may have to do some
configuration, which most often entails using a Web browser that’s running

on another computer. If you use such a firewall, the device is fairly simple to
administer. You don’t have to worry about configuring a separate operating
system, and most often the device has no other functions that may interfere
with the firewall’s operations.

Software-only firewalls

Software-only firewalls run on a computer that can also perform other
functions. Most personal firewalls that protect a single computer fall into

this category. After all, the reason you get a personal firewall is to protect
your computer while you are using the Internet — not to make your computer
a dedicated firewall. Some enterprise firewalls are also software-based.

All-in-one tools

An increasingly popular type of network device is the all-in-one tool. One
vendor, for example, offers a small box that promises to act as a cable modem,
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router, network hub, wireless networking base station, and firewall. If it did
the laundry and cooked dinner, it would be close to perfect — at least accord-
ing to the specifications on the box. We have not tested this particular type
of device, but often when we evaluate multifunction devices that include a
firewall, we find that the manufacturer excludes some functions that we con-
sider important. The device performs several functions reasonably well, but
not necessarily well enough. There are a few exceptions to this rule, so don’t
dismiss a product just because it performs several functions; however, be
skeptical as you evaluate such products.

When evaluating an all-in-one product, make sure that you pay special atten-
tion to the firewall features. The cost of the damage that can be done by hack-
ers that are able to break through a firewall that doesn’t work well is normally
much more than what you can save by buying an all-in-one tool.

Rules, Rules, Everywhere Rules

Life has more than its share of rules. We just can’t seem to get away from
them. When it comes to firewalls, rules play an important part, too. A firewall
enforces rules about what network traffic is allowed to enter or leave your per-
sonal computer or network. Most firewalls come with some preconfigured
rules, but most likely you will have to add more rules. After the rules are in
place, a firewall examines all network traffic and drops the traffic if the rules
prohibit it. A large part of administering a firewall consists of configuring
rules, such as the following:

v Allow everyone to access all Web sites.

v Allow outgoing e-mail from the internal mail server.

v Drop all outgoing network traffic unless it matches the first two rules.
v Allow incoming Web requests to the public Web server.

v Drop all incoming network traffic except for connections to the public
Web server.

v Log all connection attempts that were rejected by the firewall.

v Log all access to external Web sites.

Configuring rules for a home network can be very easy. You may merely have
to define a rule that allows all outgoing network traffic and another one that
allows no connections to be established from the outside. Setting up the rules
for a large corporation with many Web servers, thousands of users, and many
departments (each with different needs for accessing the Internet) can be
much more complicated.
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Important protocols and what they do

M ost people who use the Internet have heard of TCP/IP, which stands
for Transmission Control Protocol/Internet Protocol, and know that it
has something to do with how the Internet works. If you are an expert on net-
work protocols, you can skip this chapter, but if you want to know more
about what makes the Internet work, keep reading.

To understand how a firewall processes network traffic, you have to know
just a little about TCP/IP. TCP/IP is the language that computers speak when
they communicate with each other over the Internet. Fortunately, TCP/IP is
much easier to learn than any foreign language, and only computers need to
understand all the nuances of TCP/IP. However, just as it’s important to know
a few sentences in another language when traveling abroad, you have to
know a few basics about TCP/IP in order to understand firewalls.

This chapter covers the basics of TCP/IP. Major topics include a short history
of TCP/IP and an architectural overview of the network protocols that com-
prise TCP/IP. You discover how different types of addresses work to allow
computers to find each other on the Internet and what some of the major
network protocols that are used on the Internet do.
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How Suite It Is: The TCP/IP Suite
of Protocols

TCP/IP is a suite of protocols, which means that it is a bunch of protocols that
work together. Protocol suite sounds much more sophisticated than protocol
bunch, doesn’t it?

A protocol is a collection of rules that computers use to communicate with
each other. Sometimes, multiple protocols are needed to communicate, which
is not much different from the real world. Suppose that the president of France
wants to talk to the president of the United States. Before the discussion takes
place, both presidents must agree on a number of issues. For example, they
have to decide on whether to use a telephone or meet in person. If they use a
telephone, they have to decide which particular aide of the French president
will initiate the call to which particular aide of the American president. After
that issue is settled, they need to agree on which language to use. They also
must decide on the tone of the conversation: Will it be a formal talk or an
informal exchange of ideas? And finally, they have to decide on the meaning
of what they say: If the U.S. president says that he doesn’t like snails, will the
French president understand this as a subtle hint about the menu for the
next state dinner or as an attack on the French way of life? As you can see,
protocols have several layers, too. For example, the lower layer in this exam-
ple is the question about whether to use a telephone. Only when that has
been sufficiently resolved can the presidents get to the higher layer — the
meaning of snails.

Like the presidents of the two countries, computers need to agree on some
standards, and it is the protocols that define these networking standards.
Furthermore, just as in diplomacy, protocols exist at each level. Starting at
the hardware level, an agreement must be made about what voltage to use to
signal data on a network wire. If no standard is determined, some computers
may use 10,000 volts, whereas others expect a signal that uses 1 volt. The
result may be entertaining for an observer, but destructive for the computer.

Sizing up the competition

TCP/IP is not the only game in town. Other network protocols are avail-

able, such as IPX/SPX (Internetwork Packet Exchange/Sequenced Packet
Exchange, used primarily by Novell) and AppleTalk (used primarily by Apple
for Macintosh computers). However, these protocols and others are being
used less and less as TCP/IP is replacing them. Why? Because all major net-
working vendors support TCP/IP, and it’s the protocol used by the Internet
to connect millions of computers around the world with each other. The key-
word is interoperability, which means that TCP/IP lets your computer talk to
almost all other computers.
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TCP/IP and carrier pigeons

TCP/IP supports many transmission media.
Indeed, a part of the TCP/IP specifications actu-
ally covers how to use it over a transport system
made up of carrier pigeons. The fact that this
part of the standards was published on April
Fool's Day should give you an indication that this

specification is not meant to be taken very seri-
ously, though. You can read this fine example of
geek humor, called “RFC 1149: A Standard for
the Transmission of IP Datagrams on Avian
Carriers” at www.rfc-editor.org/rfc/
rfcll149.txt.
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TCP/IP doesn’t really concern itself with the physical signaling characteris-
tics of the transmission media — the cable type and electrical voltages stuff.
Indeed, it works over a number of transmission media, such as Ethernet
cabling, telephone lines, and satellite links. Instead, TCP/IP deals with how
data is put into packets, which are chunks of data with additional information
that is needed to deliver the data correctly. Think of a data packet as a letter
that you drop into the mailbox: You write information about the sender and
recipient on the outside, add information about special delivery options, and
put whatever you want to send into the envelope. In the same manner, a net-
work packet contains information about the recipient and the sender, special
options, and the data that needs to be delivered. And, just as the postal ser-
vice doesn’t care about the contents of your envelope, TCP/IP doesn’t care
about the contents of the packet. For example, if you send e-mail, TCP/IP is
concerned only with delivering the packets that make up the mail message;
it doesn’t care about the mail message itself.

Networking for the Cold War:
A very short history of TCP/IP

TCP/IP was originally developed in 1969 by a U.S. government agency known
as DARPA (Defense Advanced Research Projects Agency). The goal was to
develop network protocols that would allow communications between mili-
tary computers over an unreliable infrastructure. The idea was that if part
of the communications capabilities of the United States were destroyed in a
war, the rest of the network would not be affected. For example, if a direct
link between two computers became unavailable and there was still an indi-
rect link via a third computer, TCP/IP should be flexible enough to allow auto-
matic rerouting of network traffic via this alternate connection. Because of
the links between DARPA (later renamed ARPA) and leading universities,
TCP/IP also became the network protocol of choice for many university net-
works, and eventually it became the protocol suite used for the Internet.
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Being a good host

In the world of TCP/IP, more types of computing
devices exist than actual computers. Tradition-
ally, only computers were connected to net-
works, but today it seems that everything from
game consoles to cellular phones can connect
to the Internet. Now even refrigerators can use
the Internet to order milk when your milk carton
is near empty. Because all the devices that

connect to the Internet do so by using TCP/IP, a
generic term is needed to refer to any device
that has an Internet address and is connected
to a network. In the world of TCP/IP, such a
device is referred to as a host. Just keep in mind
that most Internet hosts won't invite you to
dinner.

Most of us are not too concerned about how the U.S. military infrastructure
will survive a large-scale nuclear war. However, because of the roots of TCP/IP,
the Internet today uses a set of protocols that can function well in an environ-
ment in which there is no centralized control and there is constant risk of
partial network outages. For example, suppose that construction workers dig
a trench and accidentally destroy a buried network cable that connects two
parts of the country. As a result, some computers may not be able to commu-
nicate with each other. However, most of the Internet will continue to func-
tion, and most network traffic will get rerouted automatically.

TCP/IP also allowed the Internet to grow at a rapid rate. The Internet started
out with only five computers; today it encompasses millions of computers
and other devices. During the 1990s, the military pulled out of the business of
managing the Internet. For a while, the National Science Foundation ran it,
but the government quickly turned over most management and infrastruc-
ture tasks to private companies. At the same time, people outside military
and academic institutions became aware of the Internet and realized that it
could be used for a whole range of things, from sending e-mail to shopping —
even for listening to radio stations on the other side of the world. Although
the TCP/IP protocol is showing signs of strain in dealing with this growth,
overall it has held up very well to the tremendous growth of the Internet. In
technical terms, it has scaled rather well.

Peeling Away the Protocol Layers

When we looked at protocols earlier in this chapter, we used the analogy of
a conversation between the presidents of two nations. We saw that multiple
layers of communication are involved and that protocols exist for each.
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TCP/IP also involves several layers of protocols. Different parts of the net-
working software or applications on your computer are responsible for pro-
cessing the information inside each of the layers. As far as TCP/IP protocols
are concerned, there are four layers:

v Network Interface layer: This layer, which is sometimes also called the
Network Access layer, deals with all the protocols that determine how a
network packet is sent across a given physical network structure. The
TCP/IP protocol specifications cover only portions of this layer. Basically,
you can use any network structure that you want, such as Ethernet or a
satellite connection (or even pack animals, if you can figure out how to
make it work). If TCP/IP were the postal service, the Network Interface
layer protocols would define how the letter carriers load their vehicles,
what kinds of trucks transport the letters, and so on.

+~ Internet layer: This layer is concerned with giving each computer in a
large network a unique address and being able to route all packets to a
computer based on this address. If TCP/IP were the postal service, the
Internet layer protocols would define the format for envelopes and how
postal codes and street addresses are used to deliver a packet.

v Transport layer: Protocols at this layer are responsible for data integrity.
One of the functions of such a protocol is to ensure that all the packets
for a given transmission are received. If not, the protocol may request
that the originating computer send them again. If TCP/IP were the postal
service, the Transport layer protocols would be responsible for keeping
track of registered mail, ensuring that letters are received intact, and
notifying the sender if a letter did not arrive.

v~ Application layer: Protocols at this layer are responsible for implement-
ing specific applications or programs. For example, e-mail protocols
define what command a mail program sends to a mail server to retrieve
e-mail messages. If TCP/IP were the postal service, Application layer pro-
tocols would define what you are allowed to place inside an envelope
and perhaps even the language in which a postcard must be written.

Several models are used to describe the functions of networks. In addition
to the four-layer TCP/IP model, a seven-layer OSI model, developed by the
International Organization for Standardization, also describes the functions
of networks. It’s not important which model we use here, as long as it helps
us to understand how networks function. After all, a model is just a method
for classifying things, just as we can classify creatures as fish, mammals, rep-
tiles, and so on. Just keep in mind that if you hear someone referring to a
given layer, you have to know which model he or she is referring to before
the layer reference can make sense.

27
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When you send an e-mail message to a mail server, a mail protocol defines
how the message should be formatted and what commands the mail server
understands. This mail protocol operates at the Application layer. Before this
mail message is sent out, a Transport layer protocol takes the message and
divides it into different parts, called packets. Each of these parts is then sent
across the network using an addressing scheme that is defined by Internet
layer protocols. Network Interface layer protocols define how the packets are
sent out across the physical network medium. Just to make things a little
more complicated, at this level the information is sent in chunks of data that
are referred to as datagrams, which are nothing more than packets by another
name. At the receiving side, protocols at each layer determine how the mes-
sage is received, how the address is confirmed, how packets are reassembled
into a mail message, and how the mail server interprets the mail message.

How is using layers to understand the nature of a network related to better
understanding how firewalls work? Most traditional firewalls focus on the
Internet and Transport layers. These layers define where network packets
come from, for whom they’re intended, and whether a packet fits correctly
into a sequence of related packets. More advanced firewalls, however, also
operate at the Application layer. Inspecting traffic at the Application layer
means that a firewall understands how packets combine to form a larger data
exchange, such as an entire e-mail message, and the structure of that e-mail
message. Before we explore this further, we want to cover in a bit more depth
how computers send network packets to each other.

The Numbers Game: Address Basics

Just as you need telephone numbers and addresses to send messages to your
friends, computers need addresses to reliably communicate with each other.
Take a look at some of the addressing schemes and how they are used:

v Hardware addresses: Each network adapter that is used on an Ethernet
network (the cabling scheme used in most office networks) is identified
by a unique hardware address that is contained in the electronics of the
network adapter. The adapter’s manufacturer ensures that the hardware
address is unique and not a duplicate of the hardware address of any
other computer in the world. The uniqueness of the hardware address
is designed so that network traffic for a computer is always received by
that particular computer. This addressing scheme works well on a small
network, but it has severe problems in a larger environment. Without a
worldwide directory of all network cards that have ever been produced
and the location where they are operating, there is no way to route infor-
mation to the correct card. After all, even though the hardware addresses
of two network cards may be very similar, one could be in the Antarctic
and the other one in New York City.
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v~ IP addresses: With TCP/IP, each computer is assigned at least one IP
address. Unlike hardware addresses, IP addresses are not guaranteed to
be unique, but a good network administrator will make sure that they
are. After all, just as having several houses with the same address makes
mail delivery impossible, using the same IP address for multiple comput-
ers causes problems in delivering network packets. An IP address is
comprised of two parts: a network address and a host address. This IP
address is just like a postal address that contains a street and a house
number. All computers on the same network segment share the network
address. The host portion is unique to a computer on that segment.
Routers, which are devices that move network packets between different
network segments, have enough knowledge about Internet addressing
to move a packet to the correct network segment based on the network
portion of the IP address. After the packet arrives on the correct net-
work segment, it can be easily sent to the recipient. I[P addresses are
normally written in dotted decimal format, which means that they
are comprised of four numbers with dots in between; for example,
192.168.1.200. Each of these numbers can be between 0 and 255, which
are all the decimal numbers that you can create with eight bits.

v DNS names: Computers like addresses that are comprised of numbers,
especially because an IP address can also be expressed in binary num-
bers, which is the numbering system that computers are built upon.
However, binary numbers are not so easy for people to remember.

For example, if we told you to connect to a Web site at the address
208.215.179.139, you would likely immediately forget this address.
However, there is a better way. To help people like us, the DNS (Domain
Name System) was developed. DNS is a large directory of names, such
as www.dummies.com. DNS names are much easier to remember than

IP addresses. However, when you connect to a Web site, your computer
looks up the DNS name and finds the corresponding IP address. It works
like telephone directory assistance in looking up a name. Keep in mind
that even when you type a DNS name, your computer will eventually
connect to the remote computer using an IP address.

You can get more information about an IP address or a DNS name in many
ways. One of the best is available on the Internet at www.samspade.org. This
site allows you to type a DNS name or IP address and then tells you details
about the owner of this address.

DNS names are actually very easy to understand. Take a look at www.dummies.
com to see what this address means. Start by looking at the address from the
right (the .com) and move to the left (the www). DNS is made up of domains,
which are portions of all the possible DNS names. For example, the .com
domain includes all names that end with .com. Domains can be further
divided into smaller subdomains. Dummies.com is a subdomain of

the .com domain and includes all names that end with dummies.com,

such as www.dummies.com.
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v The letters to the right of the last period, or dot, are referred to as the
top-level domain. Every organization that wants to use a DNS domain
has to register the domain as a subdomain within a top-level domain.
Depending on the type of organization or the country you are in, you can
register your DNS domain as a subdomain of one of several domains. The
list of top-level domains is slowly being increased. Two-letter domains
indicate a country, such as .ca for Canada and .fr for France. Top-level
domains with more than two letters are not country-specific. Table 2-1
shows some popular domains and their meaning. Keep in mind that
anyone can register within the .com, .net, and .org domains, so their
meaning is just a rough guideline. A complete list of top-level domains
that are not specific to a country is available at www.iana.org/gt1d/

gtld.htm.

Table 2-1 Popular Top-Level Domains

Domain Meaning

.com Commercial (companies)

.net Network (anyone involved in maintaining the Internet)

.edu Educational (colleges and universities)

.mil Military (branches of the U.S. military)

.gov Government (any U.S. government agency)

.org Organization (any nonprofit organization)

.int International organization (probably the most exclusive
domain; it can be used only by organizations that are
established under a multinational treaty)

.info Anyone who wants to provide any information on the
Internet

.name An individual's name

.ca Canada

.uk United Kingdom

.au Australia

.nl Netherlands

.de Germany

tv Tuvalu (A small island nation in the South Pacific of just

over 10,000 people. In 2000, the government of Tuvalu
negotiated a contract leasing its .tv domain for $50 million
in royalties over the next 12 years.)
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The root of all DNS

One more domain exists above the top-level top-level domains, butitis normally notincluded
domain; itis referred to as the DNS rootdomain.  in DNS names, which just map the path from the
The root domain contains information about all ~ top-level domain to the computer.

v The next component is referred to as a second-level domain. This is a
subdivision of a top-level domain. For example, both the wiley.com
domain and the dummies.com domain are second-level domains within
the .com top-level domain. An organization can register a second-
level domain and divide it even further to match its administrative
requirements.

v~ If an organization does not further subdivide its domain, it places the
name of a specific computer that belongs to the domain in front of its
domain name to specify the computer’s full DNS name. For example, if
the name of the computer on the U.S. president’s desk were bitforcel,
its full DNS name would be bitforcel.whitehouse.gov. Often, the
computer’s name is descriptive of the role that it plays. For example, a
common convention is to use the name www in front of a domain name
(such as in www.dummies.com) to indicate that the computer that the
address refers to is a Web server. However, this is simply a convention.
You can name your Web server after your cat Fluffy if you want. Although
this may confuse everyone, DNS would still allow people to connect to
your Web server.

® As you are exploring the Internet, you may run across the term fully qualified
domain name, or FQDN, which is simply the entire DNS name of a computer,
including the path from the computer name back to the top-level domain,
such as www.dummies.com.

Consider how all these names work together. When you type www.dummies.
com in your browser, the browser tries to send one or more network packets
to the computer that has the DNS address www.dummies.com. To do this,
your networking software first contacts a DNS server to find the IP address
for this Web site. The DNS server may not know the address, but it will be
able to contact a DNS server that does. After one or more referrals, your com-
puter will receive the answer that the IP address of www.dummies.comis
208.215.179.139. Your computer forwards each network packet to the next
router, which is normally a computer that your ISP (Internet Service Provider)
has set up. You probably configured this router as your computer’s default
gateway. This router then forwards the packets to one or more routers on the
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Internet until it arrives at a router that is attached to the same network seg-
ment as the computer that runs the Dummies Web site. The routers use the
network address portion of the IP address to get the packets there. The last
router then uses a broadcast (the technical equivalent of yelling “Where is
the computer with this address?”) to find out the hardware address of the
Dummies Web server. After it has received an answer, the router sends the
packets to the Web server, using both the IP address and the hardware address
as the packet is moved to its final destination. Pretty amazing, isn’t it, espe-
cially considering that all of this may take only a fraction of a second? So, the
next time you’re looking at the Dummies Web site, thank the hard-working
routers and DNS servers that made this possible for you.

While configuring a firewall, you may configure rules that deny users access
to certain Web sites that some people deem inappropriate. When you config-
ure such a rule, remember that your users may be able to bypass rules that
use a DNS name by using the corresponding IP address instead. Therefore,
you should make sure that for each rule that uses a DNS name, you also create
a corresponding rule that applies to the IP address for that DNS name. Some
firewalls, such as Microsoft Internet Security and Acceleration Server 2000
(see Chapter 16), automatically look up the DNS name when someone uses
an IP address and apply rules correctly. However, most firewalls don’t do
this unless you define rules for both DNS names and the corresponding

IP addresses.

URLs: How to Reference Resources

Another method of referring to Internet resources that you should be familiar
with is the Uniform Resource Locator, or URL. Unlike DNS addresses, which
are used to refer to computers, URLs are used to refer to specific resources
on computers. A URL is comprised of three components. The first component
is the protocol that you use to access the resource. Next, following a colon
and two forward slashes, is the computer on which the requested resource is
located. Finally, following another forward slash is the name of the resource
on the target computer. For example, typing this

http://cda.dummies.com/WileyCDA/Section.rdr?id=100051

into the address box of your Web browser tells it to use the HyperText
Transfer Protocol (HTTP) to connect to the computer with the DNS name
cda.dummies.comand retrieve a Web page called WileyCDA/Section.
rdr?id=100051.
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Understanding 1P Addresses

When you administer a firewall, you have to define rules about what network
traffic is allowed to pass through the firewall. Often, these rules are based on
[P addresses. For example, if your Web server’s IP address is 23.10.10.7, you
may want to create a rule that allows network traffic to that Web server. In
order to use IP addresses, you should understand at least the basics of how
they work. Understanding how they work is much easier when you under-
stand a little about binary math because that’s what computers use when
analyzing IP addresses. Don’t be scared, though; we won’t take you back to
algebra class. If you made it through second-grade math, you’ll be able to
understand how binary math works.

land 1is 10

Binary math isn’t much different from regular decimal math; it’s just not
something that most of us are accustomed to using. When we use the decimal
system, we have ten number symbols. We start counting from 1 to 9, but at
that point, there is no separate symbol for the next number. Instead, we add
a 1 to the front to form the number 10. In essence, 10 means one times ten
plus zero times one, 25 means two times ten and five times one, and so forth.
When we reach 100, we again set all digits to 0 and then add another one to
the front. When we refer to 250, we mean two times one hundred, plus five
times ten, plus zero times one. Because we use the decimal system every day,
we don’t even think about this anymore, but this is how we learned numbers
in school.

To understand binary math, go back to the point where you learned num-
bers, except in this case, forget all about the numbers 2 to 9. Binary math
only uses two symbols, 0 and 1. Just as in decimal math, as you count, you
run out of symbols, and you simply add another digit. Start counting with 1,
which in binary is also 1. However, when we get to 2 (decimal), there’s no
symbol for that in binary math, so we set the last digit to 0 and add a 1 to the
front. The number 2 (decimal) thus becomes the number 10 (binary). When
we add one more to this, we end up with the number 3 (decimal), but the
number 11 (binary). For the next number, we have to add another digit to the
front and set the other digits to 0, and we end up with 100 (binary). As you
can see, counting in binary is as easy as 1, 10, 11, and so forth.

Take a look at how the TCP/IP software on your computer — which in many
cases is a part of the operating system — handles IP addresses. You have
seen that [P addresses are most frequently expressed in dotted decimal
format, such as 192.168.1.200. However, your computer internally converts
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this number into decimal format. You can take a look at Table 2-2 to follow
along as we perform this operation. The number 192 can be represented as
128 plus 64, thus its binary equivalent is 11000000. The number 168 can be
represented as 128 plus 32 plus 8; thus, the binary equivalent is 10101000.
Converting the entire IP address to binary (and adding leading zeros to make
each number eight digits long), we end up with
11000000.10101000.00000001.11001000.

Table 2-2 Decimal Equivalents of Binary Numbers
Binary Decimal

1 1

10 2

100 4

1000 8

10000 16

100000 32

1000000 64

10000000 128

When talking about binary math, each digit is referred to as a bit. A complete
[P address consists of 32 bits.

If using binary math doesn’t get you excited, don’t feel bad. You are in good
company because most everyone we know doesn’t get excited about binary
math either. Instead of learning how to convert numbers from binary to deci-
mal or vice versa, you can use the Calculator application included with
Windows. To do this, you first have to change the Calculator’s mode to
Scientific by selecting this option on the View menu. Next, make sure that
the Dec (Decimal) radio button in the top left is selected and type a number.
When you select the Bin (Binary) button to change the display to binary, the
Calculator converts the number to binary. To do the same thing in reverse,
click Bin first, type the binary number, and then click the Dec button.

What 1P addresses mean

An IP address has several characteristics. First, it is unique on the Internet, at
least if it’s correctly configured. This means that no two computers share the
same [P address. Second, each IP address is comprised of two components:
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the network address and the host address. This is like a mailing address, which
has a street name and a house number. Just as all houses in the same street
share a street name, all computers on the same network segment share a
network address. And just as a house number is unique to each house on a
street, the host address is unique to each computer on a network segment.
Routers use the network address to move network packets to the correct net-
work segment, and the host address is then used to route packets to the cor-
rect host on that network segment.

[P addresses differ from mailing addresses in one important aspect, though.
With a mailing address, you always know which part is the street name and
which part is the house number. With IP addresses, it’s not obvious which
part is the network address and which is the host address. The only thing we
know is that the first part is used for the network address and the last part
for the host address, but from looking at an IP address alone, we don’t know
where the network address ends and the host address begins. To provide
support for very big networks as well as very small networks, we can change
how many bits are used for each part of the address. For example, we could
use only the first 8 bits for the network address. This would give us 256 possi-
ble networks (256 is how many unique binary numbers that you can create
with 8 bits). Each of these would have 16,777,216 separate hosts (16,777,216
is how many unique binary numbers that you can create with the remaining
24 bits). On the other hand, by using the first 24 bits for the network address
and the remaining 8 bits for the host address, you would end up with
16,777,216 networks, each of which can have 256 unique hosts.

If you find all this stuff about how to figure out a network address confus-
ing, that’s understandable. It’s confusing without a remaining piece of
information — the indicator of where the network address ends and the host
address begins. This piece of information is called the subnet mask. Expressed
in binary numbers, a subnet mask always has ones in the beginning and zeros
in the end. When you line up a subnet mask with an IP address, the location
of the ones shows you the part of the IP address that specifies the network,
and the location of the zeros shows you which part is the host address.

For example, consider the IP address 192.168.1.200 and the subnet mask
255.255.255.0. When you convert these to binary, you end up with the
following:

192.168.1.200 11000000.10101000.00000001.11001000
255.255.255.0 11111111.11111111.11111111.00000000

To get the network address, you use the part of the IP address that lines up
with the ones in the subnet mask and replace the remainder with zeros. In
our example, the network address is 11000000.10101000.00000001.0000000.
When you convert this back to decimal numbers, you end up with a network
address of 192.168.1.0. The host portion of the IP address is the part that
doesn’t belong to the network address. In our example, this is 11001000
(binary), or 200 (decimal).
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Whenever you are referring to an entire network, such as when you configure
firewall rules that refer to a network, you have to specify the IP address of the
network in conjunction with its subnet mask. Sometimes you can take a short-
cut by adding a forward slash and the number of ones in the subnet mask to
the IP address itself. For example, you can use 192.168.1.0/24 to refer to the
network 192.168.1.0 with a subnet mask of 255.255.255.0 (which begins with
24 ones).

In the early days of the Internet, network addresses were divided into several
classes, each of them with fixed subnet addresses. A Class A address starts
with a number of 0 to 127 and always has a subnet mask of 255.0.0.0. A Class
B address starts with a number of 128 to 191 and always has a subnet mask of
255.255.0.0. A Class C address starts with a number of 192 to 223 and always
has a subnet mask of 255.255.255.0. This rather inflexible convention has
been largely replaced with CIDR (Classless Inter-Domain Routing), which
allows you to slice and dice networks any way you want. Because the system
of using address classes is largely outdated, we base our description of

[P addressing in this chapter entirely on CIDR concepts.

Private IP Addresses

Some ranges of IP addresses are reserved and not assigned to any computers
connected directly to the Internet. These addresses are allocated for use
only on private networks and between computers that aren’t connected to
the Internet. These private IP address ranges are 10.0.0.0-10.255.255.255,
172.16.0.0-172.31.255.255, and 192.168.0.0-192.168.255.255. Using addresses
from these ranges for the computers within an organization’s networks means
that you don’t have to allocate any of the increasingly sparse regular addresses
for all computers. You also increase security because a hacker can never
send network packets directly from the Internet to a computer that’s inside

a network that uses private addresses.

A similar type of address is one that’s assigned by Automatic Private IP
Addressing (APIPA). APIPA is a feature of some operating systems, such as
recent versions of Windows, which randomly assign an IP address between
169.254.0.0 and 169.254.255.255 to a computer when this computer is not con-
figured with an IP address and can’t acquire a valid IP address from a Dynamic
Host Configuration Protocol (DHCP) server on the network. Such IP addresses
allow computers in a small network to communicate with each other even
without any IP configuration.

What about legitimate incoming network traffic? And what about people inside
your network who want to establish a connection to a computer on the
Internet, such as a Web server? You can allow for both of these scenarios
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by using a technique called Network Address Translation (NAT). NAT keeps
track of all Internet connections and changes the headers of IP packets to
allow them to travel to and from a network that uses private IP addresses.
You can read more about how NAT works in Chapter 3.

Dissecting Network Traffic: The Anatomy
of an IP Packet

All traffic that uses TCP/IP utilizes IP (Internet Protocol). As you saw when we
examined the different protocol layers, the Internet layer is responsible for
addressing network packets and getting them to the correct destination. The
protocol that is used for this is IP. Just as every letter has an envelope with
address information, each IP packet has a header that contains information
about the recipient and the sender. Unlike envelopes, though, IP packets
don’t need postage to be delivered, so you never have to worry about run-
ning out of stamps. Take a look at some of the information in an IP header.

Source address

The source address is the IP address from which the packet originates. It’s
like the return address on an envelope sent by postal mail. Generally, you
can find out where the packet originated by looking at the source address.
However, just as you can’t absolutely trust the return address on an envelope
that you receive in the mail, source addresses may not reveal the correct
sender.

When does an IP packet not contain the correct IP address? Here are a benign
and a not-so-benign reason:

1 Network Address Translation (NAT): A technique that is used to send
all traffic from an internal network to the Internet by using a single public
IP address. Many firewalls employ NAT to hide the actual IP addresses of
internal computers. Although NAT may prevent you from tracing the
origin of a packet to its original source, you can at least trace the packet
back to a legitimate source.

v Spoofing: A technique that is used by the bad guys. Hackers may send
IP packets with a forged IP address to hide their location. For example,
if you were a hacker and intended to crash someone’s computer, you
wouldn’t want your victim to trace the attack back to your computer’s
IP address.
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Most of the time, you don’t have to be too concerned about whether an IP
address represents the correct sender. Just keep in mind that an IP source
address may not always tell the full story.

Destination address

A destination address is like the address on an envelope. Each router on the
Internet through which the packet passes looks at this address and dutifully
delivers it to its final destination. Just as with the source address, NAT may
translate the address on its way to the final recipient. However, you normally
don’t have to be concerned that a hacker may spoof the destination address.
After all, the result would be that the packet doesn’t arrive at its intended
destination, which would be rather pointless.

Transport layer protocol

An IP packet contains information about the Transport layer protocol that
the packet should be routed to after it arrives at its destination. This informa-
tion is needed by the TCP/IP protocol stack (a fancy term for a part of the net-
working software on your computer that processes all TCP/IP requests) to
determine how the packet should be further processed. The most commonly
used protocols in this category are TCP and UDP, and you will find out more
about them later in this chapter.

Other stuff

An [P packet header also contains some other information. Most of the time,
you don’t have to worry about this information. For example, a field for the
length of the packet tells your computer’s TCP/IP stack where one packet
stops and where the next one begins. The TCP/IP stack does need to know
about this, of course, but you could live a perfectly happy life without ever
worrying about a packet length.

The other Internet layer protocol: ICMP

Internet Control Message Protocol (ICMP) is an Internet layer protocol that is
used to confirm that two hosts can communicate with each other. Devices
that use TCP/IP also use ICMP to inform other devices of potential problems.
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For example, the ICMP source quench message is the TCP/IP equivalent of
telling another computer: “I can’t keep up with all the traffic you're sending
me — slow down, please.”

Transport Layer Protocols

Most IP packets contain data that is specific to a Transport layer protocol.

A Transport layer protocol defines additional information in the packet. For
example, whereas the IP protocol is responsible for getting packets to another
computer, a Transport layer protocol may contain sequence information that
is used to assemble multiple packets (that were jumbled up in transit) back
into the right order. The Internet Assigned Numbers Authority (IANA) main-
tains a list of these Transport layer protocols at http://www.iana.org/
assignments/protocol-numbers. This list currently contains 134 proto-
cols, but most of the time, you have to be concerned only with a few of them.
The Appendix of this book also contains a list of the most frequently used
protocols. Because the vast majority of traffic on the Internet uses either the
TCP or the UDP protocols, we will concentrate on these protocols here.

Staying connected: UDP and TCP

The main difference between UDP (User Datagram Protocol) and TCP
(Transmission Control Protocol) is that UDP is connectionless, whereas TCP
is connection-oriented. What does this mean? A connectionless protocol
doesn’t make sure that all packets that are sent are also received. UDP is like
an answering machine recording: When you reach an answering machine, the
recording starts playing. The answering machine makes no attempt to con-
firm that you are indeed listening or that you understood the message. After
you leave a message on the answering machine, you can’t confirm that the
answering machine did indeed receive your message, or that it received it in
its entirety. You just have to trust the machine. Similarly, a computer sends
UDP packets, but the UDP protocol has no provisions for checking whether
all packets really arrive at the destination. Because of this, UDP is sometimes
referred to as an unreliable protocol.

TCP is similar to a telephone conversation that you have with someone.
Before you start talking, you establish that each participant in the conversa-
tion can hear the other one. You also ensure that the other participant in the
conversation can understand you. If one person doesn’t hear part of the con-
versation, he will ask the other person to repeat the part that was lost.
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Like a telephone conversation, TCP has provisions for session setup and ses-
sion maintenance. Both hosts that are part of a TCP connection keep track of
the conversation. The first step is a three-way han